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Central Medical Centre

CONFIDENTIALITY POLICY


	ACCESS TO RECORDS

Patients have the right of access to their health records held on paper or on computer.  A request from a patient to see records or for a copy must be referred to the patient’s doctor.  The patient should be given the opportunity of coming into the practice to discuss the records and will then be given a photocopy.  Care should be taken to ensure that the individual seeking access is the patient in question and where necessary the practice will seek information from the patient to confirm identity.  The copy of the record must be supplied within forty days of payment of the fee and receipt of identifying information if this is requested. 

Access may be obtained by making a request in writing and the payment of a fee for access of up to £10 (for records held on computer) or £50 (for those held manually or for computer-held records). We will provide a copy of the record within 30 days of the request and fee (where payable) and an explanation of your record should you require it.

The fact that patients have the right of access to their records makes it essential that information is properly recorded. Records must be either held on the computer or on and:-

· contemporaneous and dated

· accurate and comprehensive

· signed by the doctor or nurse

· neat, legible and written in ink

· strictly necessary for the purpose

· not derogatory

· be such that disclosure to the patient would be unproblematic.

PRACTICAL RULES

The principles of confidentiality give rise to a number of practice rules that everyone in the practice must observe:

· records must be kept secure and in a location where it is not possible for other patients or individuals to read them

· identifiable information about patients should not be discussed with anyone outside of the practice including relatives or friends both during and after employment at Central Medical Centre
· a school should not be given information about whether a child attended for an appointment on a  particular day.

· Demonstrations of the practice’s administrative/computer systems should not involve actual patient information

· when talking to a patient on the telephone or in person in a public area care should be taken  that sensitive information is not overheard by other patients 

· do not provide information about a patient’s appointment record to a patient’s employer
· messages about a patient’s care should not be left with third parties or left on answering machines.  A message to call the practice is all that can be left

· recall cards and other personal information must be sent in an envelope

· disclosure of appointment books, record cards or other information should not be made to police officers or Inland Revenue officials unless upon the instructions of the doctor 

· patients should not be able to see information contained in appointment books, day sheets or computer screens

· discussions about patients should not take place in the practice’s public areas.

· Any written information about patients, which is not filed in the patient’s medical records, such as prescription requests must be shredded before being disposed of. 

DISCIPLINARY ACTION

If, after investigation, a member of staff is found to have breached patient confidentiality or this policy, he or she shall be liable to summary dismissal in accordance with the practice’s disciplinary policy.

QUERIES

Queries about confidentiality should be addressed to The Practice Manager of Central Medical Centre
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